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What Is a Blockchain?

What Is a Blockchain?
A blockchain (also called a distributed ledger) is a type of shared database that cre-
ates a permanent record of transactions. The “blocks” in blockchain contain records of 
information: 

 ■ transactions (e.g., the date, time, and amount of a purchase), 

 ■ the digital signature of the buyer and seller of the transaction, and 

 ■ a unique identifier (called a “hash”) that allows us to tell it apart from every other 
block. 

Each block is linked to the previous block by the hash or piece of cryptographic code that 
verifies it has not been changed since it was created and sets its position in the chain. The 
“chain” in blockchain includes the links between all the blocks. Each time a new transac-
tion occurs, it is added as a permanent block to the chain.

The purpose of the blockchain is to establish trust (that a transaction has occurred and the 
amount has been paid) among untrusted parties (when you don’t know the identity of the 
parties to a transaction). In the absence of blockchain, trusted third parties like banks, 
brokers, or big retail distributors, like Amazon, facilitate transactions between two parties 
who don’t know each other. The intermediary serves an important role because it can ver-
ify and check identities, confirm that the transaction actually occurred, and ensure that it 
was conducted for the amount that both parties agreed upon. The blockchain eliminates 
the need for such centralized authorities because it contains all the data about the transac-
tion and is viewable by, but masks the identities of, all parties.

To sum up, the blockchain is distributed across a number of participants in a network 
and not under the control of a single participant. Any changes made to the data are clear 
to all participants. It is different from a traditional database because of the way it creates 
trust among the parties. Provided it has been designed and implemented correctly,1 the 
blockchain also ensures that both the data and the network are resilient as it cannot be 
tampered with. This is because any attempt to manipulate a prior transaction requires a 
reprocessing of all the following blocks in the chain. This reprocessing would need to 

1Companies need to understand the design of the blockchain and ensure that sufficient controls are in place. 
Just because something is called a blockchain, it doesn’t mean that it is automatically secure and has suf-
ficient controls in place to be suitable for business transactions.


